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Pillars of AML Program

Effective Controls Designation of AML Officer Employee Training Independent Test Customer Due Diligence
. . . Every employee should be
The company should A senior compliance officer should - Usio’s undergoes an The fifth pillar governs
follow documented be designated to oversee the srocedures, with some annual exam conducted determining who is
policies and procedures general application of AML employees h;ving areater by an independent behind the account
that guide its actions regulations throughout the auditor.

institution. responsibility for putting
the compliance program

into action
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Top Risks to Company

Regulatory Risk

Sending Money to the wrong place

d |
- Hacking / Data Loss
—— Chargeback& Fraud
—

Lack of Execution / Making Poor Decisions

)\
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FINCEN CDD Rule

OBTAIN & VERIFY

Requires a covered institution (USIO) to obtain and verify
identities of individuals owning 25% or more of an entity

CUSTOMER DUE
DILIGENCE &

BENEFICIAL OWNERSHIP a\)
25

OWNERSHIP

If Entity A owns 25% or more, of

TRUSTEE

If Trust owns 25% or more,

o
6-o

Entity B, covered institutions must

. , beneficial owner is the Trustee
know ownership structure of Entity B

= Does not apply to 501(c) and non-profit entities

RULES & EVENTS = Must obtain Beneficial Ownership based on the “Control Prong”
- Not retroactive. obtaining beneficial ownersOhip should be based on “events”
- “Events” are determined by institution (USIO)
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ACH Fraud Transaction Detection

Currently, ACH Originators of
WEB debit entries are required to use a
“commercially reasonable fraudulent transaction
detection system” to screen WEB debits for fraud.
This existing screening requirement will be
supplemented to make it explicit that “account
validation” is part of a “commercially reasonable
fraudulent transaction detection system.” The
supplemental requirement applies to the first
use of an account number, or changes to the
account number.

; Nacha’
o Certified

THIS RULE MODIFIES

Article Two, Subsection 2.5.17.4
(Additional ODFI Warranties for Debit
WEB Entries) to make explicit that a
fraudulent transaction detection
system must, at a minimum, validate
the account to be debited.
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2024 Pre-Notes

© Pre-Notes @ Debit Trans
12 76MM TOTAL DEBIT ENTRIES
[ )

TOTAL PRE-NOTES 39658,380
19667,234 FLOATME PRE-NOTES
: EXPLORE PRE-NOTES 438,337
Q1 Q2 03 04

FLOATME = 46% EXPLORE = 12%
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2025 Pre-Notes

Pre-Notes Debit Trans
4,639,506 TOTAL DEBIT ENTRIES

TOTAL PRE-NOTES

3954353
472,289 FLOATME PRE-NOTES
1261412 685153 EXPLORE PRE-NOTES
Q1 Q2
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DocuSign Envelopes Sent

Jan Feb ® Mar @ Apr

Issuing Sales Payments Sales Output Sales
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Agreement Redlines

Output Sales

4
Issuing Sales

-

Payments Sales
15
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2025 Enrollment Stats

Went To Risk
215

New Accounts
420
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2025 Enrollment Stats

Avg Days in Risk Avg Days to KYC
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Enrollments

Data Integrity Issues Result of Data Integrity Issues
Nickname instead of Legal Name Inadequate Screening
Prefix and suffix (Dr, PhD, Sir) Undermines risk modeling and assessment
SSN transposed Regulatory risk
DOB transposed Delayed onboarding
Company Legal Name incorrect Manual review
Use DBA instead of Company Legal Name Increased false positives
Structure type (LLC vs Sole Prop vs C Corp) Negative UX
Beneficial ownership % Multiple touchpoints
Mismatch bank ownership Creates operational inefficiencies
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Unified Enrollment

We currently have at least two (2) different methods of onboarding

”$130k Jumio: ~$35k

Socure: ~$80k
Annual KYC Expense LN/TINCheck: ~$15k

Kompliant’s KYC solution is a white-label plug and play solution.
They maintain all third-party vendor agreements.

Reduces KYC/KYB/IDV expenses by at more than 45%.

https://apply.kompliant.c

é> /) "
om/login?partner_id=s... & https://hg.kompliant.com/

Click To Agree Form

Welcome! Please complete the highlighted fields.

Tell us about your business

Business Mame (DBA) Legal Business Name

& | Business Mame = | | agal Business Mame
Business Description Business Start Date

#  Business Description B MMDOYYYY
Ownership Type Eusiness Phone Mumber

% LLC Private fincl professional LLCs) w 0 (123) 456-7800
Emall Address ‘Website

= | you@domain.com G  yourbusiness.com

Fadaral Tax 1D [EIN &)

B Federal Tax ID
Time Zone

@ (UTC) Coordinated Universal Time v
Business Addrass (No P.O. Box)

# Business Address

City State

4 City 4  Alsbama W

Settlament Account Information

*This bank account will be where yew funds ere deposited to
**The Mame On Account should be your Legel Business Mame |except for Sale Props]

Account Humber* Routing Mumber Business Mame On Account*®

Broes ccount Same as Settlement

*NOTE: Bank/Processing statements may be reguired if wolume greater than £100,000

Suilte
= | Apt, Suite, etc
Postal Code

Q  Postal Code

Agcount Type

Commercial hd

Principal/Responsible Individual

*Please use full legal name to prevent deleys in precessing your application

**daniity each individual that direcily or indirectly owns 25% or more of the ownership interest of the legal entlty described above
under "Ownership Type". You must alse identify an individuel with significant responaibility to control, manege, or direct that legal
entity (2.9, CEQ, Managing Memiber, etc.]. The contradling individual may be the 25% owner. Click "Add Principal” to add additienal
individuals.

First Hame Last Mame Last 4 55M
First Nama Last Name 1234
Ownership Percentage Title Fhone
1] Chief Executive Officer b Owner Phone

Street Address [No P.O. Box. Personal Address, not Company Address)

Street Address
Cly State
City Alabama e

Date Of Birth
Date OF Birth

Sults
Apt, Suite, etc
Postal Code

Postal Code

Add Principal

Terms and Conditions

ACH Terms
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Compliance Liability

Compliance Officers (COs) in the Fintech industry are increasingly being held personally liable for compliance

failures. This is driven by factors such as regulatory scrutiny, evolving technologies, and a growing emphasis on

individual accountability. COs can face significant legal, financial, and reputational consequences if their

company violates laws or regulations.

A1C Holdings $5MM fine up to 20 years
WireCard $450k fine 2-year probation
US Bank $450k fine -

MoneyGram $250k fine 3-year prison
NYSEFCU $100k fine 2-year prison
Atlas One $75k fine 1.5-year probation
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Confirmed
Fraudulent
Addresses
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2024 Risk Overview

S5 BILLION +

Processed across all LOBs
-$693,163.38

Total Loss (Issuing + Acquiring)

$3.11 MILLION
Fraud / Loss Prevented
$178,617.66
Recovered
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2025 Risk Overview

$2 BILLION +
Processed across all LOBs
-$199,023.04

Total Loss (Issuing)

$1.29 MILLION
Fraud / Loss Prevented
$200,000.00
Recovered
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